
 
 

For security purposes on uses of FTB’s internet banking facilities, Card and eBanking Department 
would like to propose the password rules and the tips to secure the password as follows: 
 

 should contain: 
o eight or more  
o at least one number 
o at least one uppercase 
o at least one lowercase   

 is case-sensitive (A is different from a) 
 may contain symbols (` ~ ! @ # $ % ^ & * ( ) _ + - = { } | [ ] \ : " ; ' < > ? , . /)  

 
Tips to secure user password: 
 

 The longer the password length the better. 
 No spaces or non-English languages. 
 No common words or names. 
 Don't write down the password, or share it with anyone else. 
 Change the password regularly. 
 Avoid repeating passwords that had been used. 


